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Background 
Social media are designed to be disseminated through social interaction, using highly accessible and scalable publishing techniques. Social media are powerful communications tools that have a significant impact on reputations. Because they could blur the lines between personal voice and institutional voice, LifeLink Public Affairs has drafted the following policy to help clarify how best to enhance and protect personal and professional reputations when participating in social media. Examples of social media include, but are not limited to: Twitter, Facebook, YouTube, Linked In and MySpace. Currently LifeLink has a presence on Facebook, YouTube and Twitter. All posted content on behalf of LifeLink is facilitated through Public Affairs and encourages two-way communication with fans, followers and friends. The Public Affairs department is the only authorized department to post and manage content on LifeLink-specific social media platforms. 

Employees using internet-based social media sites are representing LifeLink. Employees are responsible for using the internet in an effective, ethical and lawful manner. Employees who engage in unacceptable use of the internet will be subject to disciplinary action up to and including termination. It is the responsibility of each employee to review the entire Information Systems Internet Access and use Policy 6.7 in LifeLink’s Corporate Compliance Manual and 9.12 Internet Access and Use policy in LifeLink’s Employee Handbook. Employees using internet-based social media sites are prohibited from using copyrighted materials (written, audio, video) as well as language that is obscene, defamatory, derogatory, profane, libelous, threatening, harassing, abusive, hateful or humiliating to another person or entity. LifeLink may require that an employee immediately discontinue use of social media sites if LifeLink believes their communications are in violation of LifeLink policies, local, state or federal privacy laws. 

It is the responsibility of each employee to review the entire Information Systems Acceptable Use Policy 6.1 in LifeLink’s Corporate Compliance Manual. Employees who have concerns regarding workplace conduct or inappropriate behavior are also encouraged to contact their immediate supervisor, Human Resources or Public Affairs. 

LifeLink Social Media Policy 
Protect confidential and proprietary information. LifeLink employees and volunteers must follow HIPAA regulations, corporate compliance programs and confidentiality policies, as applicable. LifeLink employees and/or volunteers may not post confidential information regarding LifeLink staff members, donor cases, case activity, transplant recipients, LifeLink processes or LifeLink proprietary information. In addition, LifeLink employees should never post negative comments or concerns about co-workers, professional contacts, etc. An employee who shares confidential information does so at the risk of disciplinary action including the potential for termination and/or federal prosecution. 

Respect copyright and fair use. When posting, be mindful of the copyright and intellectual property rights of LifeLink and others. For further clarification, consult the Graphic Standards Policy. Direct questions about fair use or copyrighted material to the Public Affairs Department. 

Don’t use LifeLink logo for endorsements: Do not use the LifeLink logo or any other copyrighted images or iconography on personal social media sites. In addition, do not use LifeLink’s logo and/or name to promote a product, cause, religious affiliation or political viewpoint. 

Respect company time and property. LifeLink computers are reserved for company-related business, as approved by supervisors. 
Terms of Service. Obey the Terms of Service of any social media platform that includes a LifeLink presence. 

Social Media Guidelines 
Protect the institutional voice. Whether of a personal or professional nature, all posts by LifeLink employees on social media sites should protect LifeLink’s uniform voice by remaining professional in tone and in good taste. No employee or volunteer should construe their social media site as representing LifeLink in any official capacity. This should be considered when naming pages or accounts, selecting a profile picture or icon, and selecting content to post—names, profile images and posts should all be clearly linked to an individual, rather than LifeLink. 

Personal site content. Identify views as your own. If you identify yourself as a LifeLink staff member online, it should be clear that the views expressed are not necessarily the views of LifeLink. 

Use of Photography. Photographs posted on social media sites can easily be replicated by visitors and/or used to post on visitors’ personal pages. LifeLink photos may only be posted with permission of the Public Affairs Department. Contact Public Affairs for further information. 

Think twice before posting. Privacy does not exist in the world of social media and the implications of poor professional or personal judgment are too far reaching in the cyber world. Consider what could happen if a post becomes widely known and how that may reflect both on the individual and/or LifeLink, as an institution. Search engines can turn up posts years after they are created, and comments can be forwarded or copied. Consider the impact of one’s words on donor families and/or transplant recipients. If you are unsure about posting something or responding to a comment, ask your supervisor for input or contact Public Affairs. 
Be accurate. Get the facts straight before posting references about organ and tissue donation on social media sites. Review content for grammatical and spelling errors. This is especially important if referencing LifeLink in any capacity on a personal site. 

Be respectful. Understand that content contributed to a social media site may encourage discussion of opposing ideas. Be respectful when a response is provided. 

Remember your audience. Be aware that a presence in the social media world is available to the public at large. Consider this before publishing to ensure a post will not alienate, harm or provoke an audience. 

